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Internet Usage Policy 

1 Purpose 
The purpose of this policy is for the management of Internet services provided to support the 
teaching, research and administrative activities of the Institute.  

This policy ensures that:  

• The Institute community is informed about the applicability of policies and laws to 
internet services;  

• Internet services are used in compliance with those policies and laws. 

2 Scope 
This policy applies to all students, staff, Board members and guests of Sunraysia Institute of TAFE 

• all Internet access services provided by the Institute and 

• all internet usage records. 

3 Policy 

3.1 General Service Provision 

3.1.1 The Institute will provide and maintain infrastructure and technologies to facilitate 
internet access by staff, students, and other authorised users for purposes consistent 
with section 3.2 of this policy. 

3.1.2 Whilst the Institute will endeavour to resolve all reported service issues, the Institute 
provides no guarantee’s regarding: 

• The availability of internet services at all times, specifically where there is 
interruption to services beyond the control of the Institute; 

• The speed at which internet services are available, particularly at times of peak 
demand; 

• Access to all external internet sites and associated links on those sites, in particular 
where the host site contains content identified as inappropriate in accordance 
with the Internet Usage Procedure. 

3.2 Use of Internet Services 

3.2.1 Internet services may be used in support of the Institute’s teaching, learning, 
research and administrative needs. 

3.3 Monitoring and enforcement 

3.3.1 Sunraysia Institute of TAFE has the right to monitor all internet content passing 
through, or stored within, its infrastructure. 

3.4 Reporting Misuse 
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3.4.1 Allegations of misuse of internet services should be immediately reported as per the 
Internet Misuse Reporting Procedure. 

3.5 Sanctions for non-compliance 

3.5.1 The Institute reserves the right to invoke disciplinary procedures where non-
compliance with its internet use policies and procedures is identified. 

4 Definitions 

Acronym/Term Definition 

Authorised User 

A Student, staff member, Board member of guest or the Institute 
recognised as having a legitimate need for internet access and 
provided with access to Institute internet services by the IT 
department. 

IT Information Technology 

5 Legislative Context 
  

• Ombudsman Act 1973 

• Commonwealth Copyright Act 1968 

• Electronic Transactions (Victoria) Act 2000 

• Evidence Act 1958 and the Acts Amendment (Evidence) Act 2000  

• Crimes Act 1958  

• Financial Management Act 1994  

• Victorian Freedom of Information Act (1982) 

• Privacy and Data Protection Act 2014 (Vic) 

• Public Records Act 1973 (PROV’s) 

6 Associated documents 

6.1.1 Associated Policies 

• Code of Conduct Policy 

• Communication Protocol Policy. 

• Privacy Policy 

• Staff Discipline Policy 

• Student Code of Conduct Policy 

6.1.2 Associated Procedures 

• Internet Usage Policy. 

6.1.3 Associated Forms 

• Nil. 
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http://www.google.com.au/url?sa=t&rct=j&q=&esrc=s&frm=1&source=web&cd=3&ved=0CDUQFjAC&url=http%3A%2F%2Fwww.comlaw.gov.au%2FDetails%2FC2008C00593%2F398c6114-9924-46c1-845a-8d66892b1845&ei=0U9yUNT7OO6WiQf57oDQDw&usg=AFQjCNEt1rWA1jS55tYNp6qCBI5MaImvqQ&sig2=MRPxMPp6wqTyRnUCj69ZCQ
http://www.google.com.au/url?sa=t&rct=j&q=&esrc=s&frm=1&source=web&cd=2&ved=0CC0QFjAB&url=http%3A%2F%2Fwww.legislation.vic.gov.au%2FDomino%2FWeb_Notes%2FLDMS%2FPubStatbook.nsf%2Ff932b66241ecf1b7ca256e92000e23be%2Ff3176112f522da6bca256e5b00213e26%2F%24FILE%2F00-020a.pdf&ei=NFByUJmiHa2viQfrroHgCw&usg=AFQjCNFRoQc8GR8Qh2ZK6UXOBJGcgzwtlA&sig2=Lcr08-Wp_skO7PIkyE44wg
http://www.google.com.au/url?sa=t&rct=j&q=&esrc=s&frm=1&source=web&cd=6&sqi=2&ved=0CEYQFjAF&url=http%3A%2F%2Fwww.comlaw.gov.au%2F&ei=jlByUP6qOM6ZiQe1zICoDQ&usg=AFQjCNF0-1pqrE_U5JQzaX3K0hCjm4qUwQ&sig2=sV3RaEQIHzDE2LgyY_SKrQ
http://www.google.com.au/url?sa=t&rct=j&q=&esrc=s&frm=1&source=web&cd=8&ved=0CEMQFjAH&url=http%3A%2F%2Fwww.legislation.vic.gov.au%2Fdomino%2FWeb_Notes%2FLDMS%2FLTObject_Store%2FLTObjSt5.nsf%2Fd1a8d8a9bed958efca25761600042ef5%2Ff9c3f0c5b55efae0ca2577cf007e1381%2F%24FILE%2F58-6231a222.pdf&ei=x1ByUKHDBeuhigeclIEQ&usg=AFQjCNHGeLp3qV2XQ92MK6cTlNH6J41F3g&sig2=rdtlaI9qGMXn3irlozOyuA
http://www.google.com.au/url?sa=t&rct=j&q=&esrc=s&frm=1&source=web&cd=2&sqi=2&ved=0CC0QFjAB&url=http%3A%2F%2Fwww.legislation.vic.gov.au%2Fdomino%2FWeb_notes%2FLDMS%2FLTObject_Store%2FLTObjSt2.nsf%2Fd1a8d8a9bed958efca25761600042ef5%2F1c96e59a79c11194ca257761001f0276%2F%24FILE%2F94-18a056.pdf&ei=-FByUOGzFYuRiQfiuoHQDg&usg=AFQjCNGtP2QB7Y1wt_euoh_ygXtpkFwvVA&sig2=RHD2xNEegARNeCTb_9-7fg
http://www.austlii.edu.au/au/legis/vic/consol_act/foia1982222/
http://www.austlii.edu.au/au/legis/vic/consol_act/pra1973153/
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6.1.4 Other associated documents 

• Nil. 

7 Responsibility 
The Director Operations is responsible for ensuring compliance with this policy, and its associated 
procedures and systems. 

8 Review Frequency 
This policy is to be reviewed every three (3) years, and remains in force as amended from time to 
time, until rescinded.  
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